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1. General Information

1.1 Introduction

TheDeveloperPortalis adedicated portal provided by ZATCA for the developers of E-invoicing Generation

Solutions (EGS). It contains two development tools aimed at supporting developers build compliant EGS

units which are:

e TheComplianceandEnablementToolbox Software DevelopmentKit (SDK): anofflinedownloadable
tool which can be used to validate an XML based e-invoice, credit or debit note files in accordance
with the ZATCA published requirements, standards and guidelines. It also allows validation of the QR
codes as per the prescribed structure. Developers can integrate their EGS units with the SDK locally
(offline) or also test using a Command Line Interface (CLI).

e Integration Sandbox: a test ZATCA backend system which EGS units can integrate with to make API
callsto simulate and testthe Onboarding process followed by the submission of test e-invoices, credit
and debit notes for Reporting and Clearance in accordance with the ZATCA published requirements,
standards and guidelines.

In additionto the above, the Developer Portal has a third tool aimed atintermediate or non-technical users

to validate an XML based e-invoice, credit or debit note files from the portal directly. Thisisreferred to as

the Compliance and Enablement Toolbox Portal Based Validator.

Finally, the Developer Portal has a dedicated support page containing a list of Frequently Asked Questions

(FAQs) to help developers troubleshoot during development and testing of their EGS units as well as

provide guidance on E-invoicing requirements in general.

1.1.1 Objectives

The primary objective of the Developer Portal is to support the Developer community in building EGS units
that are compliant with ZATCA's XML implementation standards as well as the Security Features and
Implementation Standards.



e The objective of the SDK is to ensure that XML e-invoices, credit or debit notes being generated by the
EGS units are compliant

e The objective ofthe Web based validatoris to allow less or non-technical users to be able to independently
validate the compliance of XML e-invoices, credit or debit notes and share the results with their developers.

e The objective of the Integration Sandbox is to test the EGS units / solutions / applications are able to

integrate with a test ZATCA backend system via APIs covering the following:
e Submit a test Certificate Signing Request (CSR) to obtain a test Compliance Cryptographic

Stamp Identifier (CCSID) and test Request ID

e Submit atest Request ID to obtain a test Production CSID

e Submit test Standard Documents using the test Clearance API (or using a variant of the test
Reporting API to mimic the process when Clearance is turned off)

e Submit Simplified Documents using the Reporting API

1.1.2 Scope

This user manual acts as a guide for Developers in order to help them access and use the Developer
Portal features and functionalities. It explains in detail the user journey including steps, requirements and
processes needed for accessing the Developer Portal. Moreover, it provides guidance for the relevant
technical aspects and methods to be usedto solve commonissues that might be faced by the Portal users.

This document covers the following functionalities that are of relevant to the Developer Portal:

Accessing the Developer Portal
e Website address and browsers supported
e Main dashboard elements

Registration for the Developer Portal
e Functionalities that require registration

e Authentication and verification process

Loginto the Developer Portal
e Entering user credentials
e Passwordreset/Forget Password
e Successfullogin



e Accessing and downloading the Compliance and Enablement Toolbox SDK
e Understanding of the SDK and how to use it
e Downloading the SDK

e Accessing and using the Web Based Validator
e Understanding of and the use of the Web Based Validator
e Validating XMLs directly on the Web Based Validator
e Accessing documentation for the APIs
e Usingthe APIs to integrate with the test ZATCA backend system

e Testthe integration calls for Onboarding, Renewal, Reporting, Clearance

e Accessing and using the Integration Sandbox APIs
e Accessing documentation for the APIs
e Usingthe APIs to integrate with the test ZATCA backend system
e Testthe integration calls for Onboarding, Renewal, Reporting, Clearance

1.1.3 Intended Audience

This document is intended to be used by:
e Solution Developers

e Taxpayers

e Otherusers of relevance

1.1.4 Recommended Reading
Although not a pre-requisite for accessing and using the Developer Portal functionalities, it is strongly

advised that users go through the following documentation:
1. XML Implementation Standards (E-Invoice XML Implementation Standard)

2. Security Features and Implementation Standards (E-Invoice Security Features and Implementation
Standards)
3. DataDictionary (E-Invoice Data Dictionary)

E-Invoicing Resolution (E-Invoicing Resolution)



https://zatca.gov.sa/ar/E-Invoicing/SystemsDevelopers/Pages/E-Invoice-specifications.aspx
https://zatca.gov.sa/ar/E-Invoicing/SystemsDevelopers/Pages/Security-Requirements.aspx
https://zatca.gov.sa/ar/E-Invoicing/SystemsDevelopers/Pages/Security-Requirements.aspx
https://zatca.gov.sa/ar/E-Invoicing/SystemsDevelopers/Pages/E-Invoice-specifications.aspx
https://zatca.gov.sa/ar/E-Invoicing/Introduction/LawsAndRegulations/Pages/default.aspx

2. Developer Portal Overview

2.1 Pre-requisites

The Developer Portal itself is a web-based application and can be run from any modern browser such as
Google Chrome, Microsoft Edge or Apple Safari.

The SDK is a Java based JAR file that can run on all leading platforms including Windows, Linux and
Mac. The Java SDK (JAR) will run on JDK versions >=11and <15, to comply with secp256k1as per ZATCA
security regulations.

The Integration Sandbox APIs can be accessed from all leading platforms as those mentioned above.
REST APIs canbe accessed from any Rest Clienttools (Postman) for testing or using any coding languages

(java, .Net, PHP, Nodejs, etc.) to call the rest services using HTTPs Protocol.



2.2 Structure / Sitemap

The Developer Portal is comprised of the following:

Developer Portal
. Access Portal Based Access Developer Portal
Login .

Validator Support Page
Access SDK Page Access Integration Sandbox Page
®  Download SDK ®  Access APl Documentation
®  SDK Support (Swagger Files)

Validate XMLs Access FAQs
®  SDK Documentation ®  Test APIs for Onboarding,
®  SDK Version History Renewal, Reporting and Clearance

Outside Developer Portal
Using the SDK Using the Integration Sandbox (APIs)

@® Test APIs to obtain Compliance
CSID and Production CSID (as part of

Onboarding process)
® Testcompliance of XML
® Test APIs to obtain new Compliance
® Testcompliance of QR
CSID and Production CSID (Test the
Code (Generation Phase)
Renewal process)
® Test Compliance of QR
®  Test API to submit documents for
Code (Integration Phase)
Reporting

®  Test APIto submit documents for

Clearance




2.3 User Journeys

The recommended steps for Solution Developers are:

1.

© ® N o U A W N

o

1.

12.
13.

Read the XML Implementation Standards, Security Features Implementation Standards and Data
Dictionary

Access the Developer Portal

Create a Developer Portal Account

Login to the Developer Portal as a Registered User

Access the SDK Page

Read the SDK Support and Documentation

Download the SDK

Test XML compliance using the SDK via CLI / local integration

Access the Integration Sandbox Page

. Go through the APl Documentation on Swagger

Test the APIs through Swagger
Test the APIs viaintegration

Leveraging the Developer Portal Support page FAQs for troubleshooting

The recommended steps for Non-technical users are:

1.

2
3
4.
5

10

Access the Developer Portal

Accessing the Compliance and Enablement Toolbox Portal Page

Test XML compliance

Provide the error messages / responses (if any) to Solution Developers

Leveraging the Developer Portal Support page FAQs for troubleshooting



2.3.1 Accessing the Developer Portal
The process for accessing the Developer Portal is as follows:

1. Access the Developer Portal through the following weblink (https://sandbox.zatca.gov.sa/).

2. Theuseris directed to the Developer Portal main dashboard / landing page
1. Inthis page the user can access the below sections without registration or login:
1. Developer Portal Support Page which includes the FAQs.
2. Web Based Validator for Non-Technical Users.
2. The following sections would require the user to create a Developer Portal account:
1. Compliance and Enablement Toolbox SDK Page.

2. Integration Sandbox Page.

Note: The User can chose to toggle the language between English and Arabic by using the icon on the

top right-hand side of the page.
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Developer Portal main landing page
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https://sandbox.zatca.gov.sa/

2.3.2 Creating a Developer Portal Account
As mentioned above, a Developer Portal account is required for accessing the Compliance and Enable-
ment Toolbox SDK page and the Integration Sandbox page. You canignore this step if you only wish to

access the Web Based Validator or the Developer Portal Support page.

Once the user is on the main dashboard of the Developer Portal, they can click on the "Sign up" button at

the top right-hand side as seenin the Figure below.

e EmaillD

e FirstName

e LastName

e Company Name (optional field)
e Password

e Confirm Password

In the Sign Up page (as seenin the Figure below), the user will be prompted to create a new account by
providing the following details:

The email must be a valid email and the password must be at least 8 characters comprising of at least one
number, one letter eachin lower and upper case, and one symbol.

After completing all the necessary fields, the user should click on the CAPTCHA verification followed by

the Sign up button.

12 N\
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Login Page

After the user has signed up and created their account credentials, they can proceed to the Login page

where they will be prompted to:

13

Fill in the User Name and Password (as created by the user).

Click the CAPTCHA.

In addition, the user can click "Forgot Password"

In the case where the user does not have an account set up and requires one, the user can click on the
Sign Up option, in order to create a new account and proceed to the process described in this Section
2.3.2 of the User Manual for registration.

After filling in all the information, the user should click on the Login button in order to proceed to the
main dashboard again where the user will now also be able to access the Compliance and Enable-
ment Toolbox SDK page and the Integration Sandbox page.

Aloggedin user can logout at any time by clicking on the logout option on the header. The user can

also change the password at any time by clicking on the arrow next to the user profile icon in header.



Email 1D *
First Name *
Last Name *

Company Name

Developer Portal Signup

m not a robot

Sign Up

The Compliance and Enablement Toolbox (SDK) which is an offline downloadable tool that can be used to
validate an XML based e-invoice, credit or debit note files in accordance with the ZATCA published XML

Implementation Standards. ltalso allows validation of the QR codes as perthe prescribed structure. Developers

can integrate their EGS units with the SDK locally (offline) or also test using a CLI.

The process for accessing and downloading the Compliance and Enablement Toolbox SDK through the
Developer Portal is as follows:

The user should be registered and logged into the Developer Portal successfully

The user should click on "Compliance and Enablement Toolbox and SDK" to view the SDK functionalities.

14 \
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Accessing the Compliance and Enablement Toolbox (SDK)

After the user has accessed the Compliance and Enablement Toolbox SDK Page, the user can:

15

Access the SDK support, which includes aspects such as how to use the SDK and how it works, as well
as the minimum software requirements and the instructions of relevance to each Operating System/
environment.

Access documentation such as the XML Implementation Standards (E-Invoice XML Implementation
Standard), Security Features and Implementation Standards (E-Invoice Security Features and
Implementation Standards) & Data Dictionary (E-Invoice Data Dictionary)

Download the SDK after accepting the terms and conditions.

View the version history which contains earlier releases of the SDK.
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Accessing the E-Invoicing specification documents

2.3.4 Downloading the SDK

In order to download the SDK, the process s as follows:

e The user clicks on "Download SDK"

e Theuserhas to click on"l accept the above terms and conditions"

e Asthe aboveis clicked, the "Download SDK" button will be activated and become available for the user

toclick on
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downloading the SDK
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2.3.5 Using the SDK (outside of the Developer Portal)
Please refer to the ZATCA E-Invoice Java SDK (CLI) Manual on the below link by downloading the SDK

and then navigate to readme folder.

https://zatca.gov.sa/ar/E-Invoicing/SystemsDevelopers/ComplianceEnablementToolbox/Pages/Down-

loadSDK.aspx.

2.3.6 Accessing the Web Based Validator for Non-Technical Users

The user cantest - using a web portal - the compliance of the XMLs of standard e-invoices, credit or debit notes
generated so that they can know if they are in line with the ZATCA e-invoicing specifications and regulations
or so that they can be alerted to any errors which are causing non-compliance with the ZATCA specifications
and regulations. It is aimed at intermediate or non-technical users to validate XML based e-invoices, credit
or debit note files from the portal directly, i.e. without the need to download the SDK or possess the technical
know-how to runit.

This section details the process of accessing the "Web Based Validator for Non-Technical Users" in order to
test the compliance of the e-invoice, credit and debit note XMLs. Users can access the "Web Based Validator
for Non-Technical Users" Page through the Developer Portal (no prior registration or loginis required). On this
page, users can view information related to what the Web Based Validator aims to achieve and the user can

access this and begin uploading the XMLs that they would want to test and validate.
The process for accessing the "Web Based Validator for Non-Technical Users" page is as follows:

e The User accesses the "Web Based Validator for Non-Technical Users" on the Developer Portal (no prior

registration or log in required).

17 N\


https://zatca.gov.sa/ar/E-Invoicing/SystemsDevelopers/ComplianceEnablementToolbox/Pages/DownloadSDK.aspx
https://zatca.gov.sa/ar/E-Invoicing/SystemsDevelopers/ComplianceEnablementToolbox/Pages/DownloadSDK.aspx
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Accessing the web based validator

On the "Web Based Validator for Non-Technical Users", users can view information related to an

explanation of the Web Based Validator and what it aims to do

In addition, users can click on "Access the Web Based Validator for taxpayers without a development
environment" in order to begin testing and validating their XMLs.
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Web based validator Page

Once users have chosen to "Access the Web Based Validator for taxpayers without a development

environment", a disclaimer is shown detailing that:




The portal validation page is a standalone application and compliance does not necessarily imply the
e-invoices, credit or debit notes have been accepted by ZATCA. All Taxpayer E-invoicing solution unit will
need to pass the testing requirements as part of Registration/Taxpayer Onboarding prior to submitting
e-invoices, credit or debit notes to ZATCA.

e The User has to acknowledge the disclaimer in order to proceed to test their XML files.
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Web based validator Disclaimer

2.3.7 Using the Web Based Validator for Non-Technical Users

An XML file can be validated according to its structure (schema), fields, or ZATCA requirements (i.e. The VAT
registration number must be 15 numeric digits). The way this works is that the user submits an XML and the
portal will read it, analyze it, and return the status of the validation.

Note that the Web Based Validator can be used to validate up to 5 XMLs and if more than 1 XML is provided, the

validator also checks for the sequence in terms of Previous Invoice (Document) Hash. Note that for a single

XML the Previous Document Hash check is always considered as valid or True.

19 N\

A\

\
\



The process for validating XMLs from the Web Based Validator for Non-Technical Users page is as follows:

Click on “Upload XML file" and choose afile, then click “Validate."

Byl Tl Fuby

Uploading an XML file on the web based validator

If the XML is compliant, you will receive a “Valid": true message.

Web based validator - XML validation complete and no errors found

20 N\



If not compliant, the following message is shown.
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Web based validator - XML complete and errors found

The non-technical user is expected to share the validation outcomes with the Solution Developer to take

necessary action.

2.3.8 Accessing the Integration Sandbox Page

The Integration Sandbox as covered in this user manual comprises of two components - the Sandbox specific
front-end web pages (which is part of the Developer Portal and access to which requires a Developer Portal
registered user account) and an APl based Sandbox backend to integrate with.

A registered and logged in user can access the Integration Sandbox page from the main dashboard while a
non-registered and non-logged in user is taken to the login screen. Once on the Integration Sandbox page
the user is given a high level summary of the current version release of the Sandbox as well as links to any
previous releases.

The ZATCA e-invoicing integration Sandbox is meant to be used for testing purposes only. Any inputs
submitted on the Sandbox are not considered as acknowledged, approved or accepted by ZATCA. Taxpayers
will be requiredto login using SSO credentials for the Taxation portal (ERAD) prior to officially be able to submit
official documents. Test CSIDs provided by the Sandbox cannot be used in the Core E-invoicing Solution.

21 N\
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Developers mustalso take into account that documents or requests submitted on the Core E-invoicing Solution
will be subjected to additional validations such as security features, prohibited functionalities, additional
business rule validations and/or referential checks based such as validating Seller/Buyer information entered

in the documents, validations based on previously submitted documents.

API Integration Sandbox

Welcome to the ZATCA e-invoicing API Integration Sandbox page. This page assists Developers or Solution Providers of Taxpayers to understand and
test the integration of their systems with the Sandbox environment. Using the Sandbox Developers can simulate the use of APls end-to-end.

AP Integration Sandbox Releases

Sandbox Release 2 (Latest version) ~

rl c 10 APlc -
APl Documentation guide v Includes additional APIs for:

*» Reporting and Clearance which are configured to Clearance being disabled - Submitting Standard

doc

nents for Reporting

.

2-Way Clearance - AP| for the Buyer to upload QR code(s) with additional details

* Seller Acceptance - API for Seller to upload QR cod

APl Integration sandbox landing page

On the left navigation bar of the page the user is able to access the links to the APl documentation which
are maintained as Swagger files (each API call is described in section 2.3.10 below along with the possible

outcomes).



2.3.9 Accessing the APl and associated Documentation (Swagger Files)

Access to the Swagger files is provided from the Integration Sandbox page. APl documentation is provided

covering all the API calls that can be tested on the Sandbox such as:

e Testrequestfor Compliance CSID as part of anew onboarding (requires a signed test CSR to be submitted
- details provided in the Swagger files)

e Test request for Production CSID as part of a new onboarding (requires a test Compliance CSID to be

submitted)

Note: The Core E-invoicing Solution will require specific compliance checks to be completed in between

the Compliance CSID and Production CSID requests and the latter will return an invalid response until these

compliance checks are completed. This invalid response can be tested in the Sandbox by providing a specific

input which is covered in the Swagger files below.

e Testrequest for anew Production CSID as part of renewal (requires a test Compliance CSID to be sub-
mitted)

e Test submission of documents for Clearance (requires a test Production CSID)

e Test submission of documents for Reporting (requires a test Production CSID)

Although the Sandbox uses test CSIDs, it is important to note that the VAT Registration number used to obtain
the test CSID must match with the VAT Registration number in the Renewal CSR and/or e-invoices, credit
notes, debit notes and QR codes submitted in all subsequent calls made using that specific test CSID. In other
words for every VAT Registration Number that is used in the Sandbox integration, a separate CSID will have
to be requested. Of course the VAT Registration Numbers can be dummy inputs.

e Please referto the APl Documentation through the following LINK.

Note: Please make sure to log-inin order to view the APl documentation



2.3.10 Step by step guide to make a successful call to APIs
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1. For Reporting and Clearance (testing the submission of E-invoices, credit and debit notes)
e The users' E-Invoice Generation Solution (EGS) needs to generate compliant XML documents. For
more details on generating compliant XML documents please refer to the XML Implementation
Standards and the Data Dictionary (E-Invoice specifications (zatca.gov.sa). Itis also recommend to

test the compliance using the Compliance and Enablement Toolbox SDK (Download SDK (zatca.

gov.sa) or Portal based validator for non-technical users (Compliance and Enablement Toolbox

portal).

e For Simplified documents (and optionally for Standard documents), the EGS also needs to generate
compliant QR codes. For more details on generating compliant QR codes please refer to the

Security Features and Implementation Standards (E-Invoice Security Features and Implementation

Standards).

24 \


https://zatca.gov.sa/ar/E-Invoicing/SystemsDevelopers/Pages/E-Invoice-specifications.aspx
https://zatca.gov.sa/ar/E-Invoicing/SystemsDevelopers/ComplianceEnablementToolbox/Pages/DownloadSDK.aspx
https://zatca.gov.sa/ar/E-Invoicing/SystemsDevelopers/ComplianceEnablementToolbox/Pages/DownloadSDK.aspx
https://sandbox.zatca.gov.sa/
https://sandbox.zatca.gov.sa/
https://zatca.gov.sa/ar/E-Invoicing/SystemsDevelopers/Pages/Security-Requirements.aspx
https://zatca.gov.sa/ar/E-Invoicing/SystemsDevelopers/Pages/Security-Requirements.aspx

e Note that EGS must obtain a test Cryptographic Stamp Identifier (CSID) first, by using the test

integration calls for Onboarding or Renewal.

2. For Cryptographic Stamp Identifier (testing the Onboarding and Renewal processes).

e The users’ EGS needs to generate a compliant CSR to obtain a test CSID. For more details on

generating a compliant CSR and CSID specifications please refer to (E-Invoice Security Features and

Implementation Standards).

e Note that EGS must obtain a test Cryptographic Stamp Identifier (CSID) first, by using the test

integration calls for Onboarding, in order to test the integration call for Renewal which requires a test

CSID to be included in the request.

2.3.10.1 Compliance CSID
e Step 1: Navigate to Developer Portal link
e Step 2: Login with correct credentials
e Step 3: Navigate to API Integration Sandbox

SDK

Developer Portal FAQs Compliance and Enablement
Toolbox and SDK

25
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Step 4: Click on APl documentation guides

\gPortal — Developer Portal — AP Integration Sandbox

API Integration Sandbox

Welcome to the ZATCA e-invoicing API Integration Sandbox page. This page assists Developers or Solution Providers of Taxpayers to understand and test the integration of
their systems with the Sandbox environment. Using the Sandbox Developers can simulate the use of APIs end-to-end.

Sandbox Release 2 (Latest version) ~

APl Documentation guide A Cha

e Swagger fles for

Reporting

Raporing A9 >

Clearance

Clearance API > o Oth
D h:

Compliance CSID

e APIs for more

Complance 1D AP -> Sandbox Release 1.5 /

Step 5: Click on Compliance CSID API

Compliance Checks

— >

Production CSID

Production CSID (Onbosrding) APL
: ? - Compliance CSID (Certificate) A~
Production CSID (Renewal) APL -> ‘ ] " . = T . . v
Schomas ~

InfoModel >

ErrorModel >

WarningModel >

InvoiceResultModel >

ClearedinvoiceResuitModel >

InvolceRequest >

CSRRequest >




e Step 6: Click ontryitout

Compliance CSID API Developers can also refer fo secfion 2 3 10 of the Developer Partal Uiser Manualfor additional guidance and steps

Compliance Checks

Production CSID

Production CSID (Onboarding) AP

Production CSID (Renewal) API

- Compliance CSID (Certificate) ~
_)

n the compiiance api cals

oTP
123345
‘ Request body applicationison <

Example Value | Schema.

e Step7: Write valid OTP and CSR
e Step 8: Click on Execute

OTP
Examples:
integeE
ibaadar) [ abd il
123345
Fleguest body applicationjson ol I
[
“oarT;
“LENtLA1CRAATTLRDEY AN E 00 FUREBIRVIVREVIULE 0 L A0 TV L om0 BTV B 1 LR ROt BT PCRILT,
HLLIAT L BE CODINR WP NUndn G0 T0 3 1 Sed oy Thimacd 4 THipe 1 ANHAR S LEN ] FREDREY IpTUOLCY XA 15k 1 USTHMS
RF1TUMDe B ARGVE IOk vl L Ga ) BOIVT IR s DRUVBOE S EVRARRUCRAZ Ty b Cdh 00 e hiba S adsd L be EPe LI SEE1 VT LOVLJodE
1BTHgIE] THQKNTWE [OHUTEck TIV) JANGLANTRgL LW DT 6al LpTalE 4 TapBie FTVL
H0 1 TR B0 ] FHO L 00 PR TR VLV TR SR FTMUMLM] FaTF 2 0a For B LM BOnAT o D dBaA N BT T 0med 63070
SR TcTUnIalm CEO SRR TR akl5TER POPE Sxilin] THE ] £5XgHEHpEZE Tnblpr aliTitay ) Tol pERUTEQThETVRES

E5 0Vip PV TURB 2 L E T EVETHGmdo Vi TS L CREV A TVR N e Ap I VE P im0 L DRE S0V L WS o L p TRk INUm G JBnd TEF TRLWVEEDK
TSN ewd2 TEVHARD 1 26T e TV e TrpROW s BONRD oM TT IO S0 FRGOEV 0 FREVD S USSNWF R ) BT a3 0is L B IV s SFRNI T e POVAT Rity
R THEI R aGHD R0 ] L EAKOH L FONE 1t B demd TERM o 0o 0 1 e VW IS TO1 To X LREE L PV #6801 o R1IKaUHRETER B2 A0 c LAC LR E IERF
VAR IHGRE T F AT g LE0 £ L

}




e Result (200)

sxpires

DEAGRA D -

2.3.10.2 Compliance Invoice API
e Step 1: Navigate to Developer Portal link
e Step 2: Login with correct credentials
e Step 3: Navigate to API Integration Sandbox

Drevloper Portal FADS Complancs and Erablarant Wl Bariad Yaladator for Moan-

Toolbos snd 50K Techrical e

28

i

AP Intiagrabion Sandbo

/

L
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Step 4: Click on APl documentation guide

Home — E invoicing Portal — Developer Portal — AP Integration Sandbox

API Integration Sandbox

Welcome to the ZATCA e-invoicing APl Integration Sandbox page. This page assists Developers or Solution Providers of Taxpayers to understand and test the integration of
their systems with the Sandbox environment. Using the Sandbox Developers can simulate the use of APIs end-to-end.

_ o —
Sandbox Release 2 (Latest version)

APl Documentation guide N Cha o existing APls:
Change to Clearance API o enabl
Reporting arance
. andiing (4
Reporting AP1 ->
. s made to hash valida
. actres from
Clearance
being sent to recipient’s spam fol
Clearance aPI > + Other ncs

e

Compliance CSID

Complance cs0.49 >

Sandbox Release 1.5

Step 5: Click on Compliance Invoice API

[ —
Gearane 01 > o

well as scenarios Involving any backend exce

pt standard invoices insteac

le rning off clearan
API

/arnings arc

cer files for the Reporting a

14N11 Canonicalization of the XML file prior to hashing,

lifications are sent was updated to norey 450 as 10 reduce the possibili

ders. Please add

this email address to your safe sender's list

nents made 15 wit

re with referencing invalid submi

imulate most of the core functionaliies of the production system, any validations that requie ith ystems andior storage a5
ptional handiing (for exampie ovemaing the clearance process) will Not be part of the I8 ana Wil be Covered by the core Solution. Accoraingly the IS8

should not be considered as representative of al integrations andor APIs that will be part of the production system

Compliance CSID

Compiance cs10 451 >

Compliance Checks

This swagger documents the Set of apis o th

Developers can aiso refer 0 section 2.3.10 0f

‘e Sanabox (1SB) solution.

tne Developer Portal User Manual for a00itional guidance and steps.

Production CSID

Producton CSD (Onbosring) 491 > ) )
Compliance Invoice ~
Production CSID (Renewal) API 1
. > v
Schemas ~
InfoModel >

ErrorModel >

WarningModel >

InvoiceResultModel >

ClearedinvoiceResultModel >

InvoiceRequest 5




e Step 6: Click on Try it out button

[

Production CSID

Production CSID (Onbosrding) API
Compliance Invoice ~

._)
Prducion 1D (enews At > =

1t performs compiance checks on elnvolce doCUMeNTS Such :
« Standard invoice.
- Standard debi note.
- Stangara creatt note.
+ Simpified invoice
- Simpified credit note.

« Smpifica debit notc

Namo. Doscrption

Authentication-
Certificate ~ = Authentication certicate enoded in base64

string Example

42z TUURFVEQONBAmFnQXdJQkFnSVRIOFBQWthc GJEM25pV1JJeGdBAKFBQUNSakFLO: QUVFEQWpCaIBNL
J UVaRmd

DBNUNG3R?AZRI ZRUURK eF5VV TEWRINVNVAUMGXEUIMXVGRXSKQGUVMweE 1GNIhEVEI TVRE eUSEQTNNekV3T THWERUSXpNVEVS |

wduQ m
MINUXN3Q1FZRFZRUUXFdOPKIFZERVRNQKVHQTFVRUF ATUINVGNATGDFeUxaTXVNakJXTUJBROJSCUGTTTQSQWAFROJTAU/CQUFLQT
BJQUIONVAGUNZOOVIY IVBL Y27 J7YWaZVL ON20GY3 U 2hDUKVKNUE 787
XI1YKUXY 1d1RiZMb2ZND: JICLURBZENTIZIUTRFRmMARVTBOO SThmclQy D
a OHaU; 30 R20Q J6ZEdOCWJDN
TZZWFJGWVM i J1U1V1QwbERSUZFUZFIKRFFTMIHhMbUSSYKRDQnJRWUILA1ICQIF
VSEFRRUVAYUF3Z 1owd2JnWUILJ1ICIE, TJFUV
IVKAAAI7 CTmEal IldsdWRIOXR7MIZ LIl TR OTIMRXRIWT.IC wal I ODIRMVEVY -

e Step 7: Fill the Authentication Certificate (Compliance CSID)

Parameters

——
Name

Authentication-
Certificate * ==

string

(header)

Accept-Language
string

(header)

30

Description

Authentication certificate enoded in base64

TUIWRFVEQONBAmMFnQXdJQkFnSVRIidOF Bt

Specifies the langauge in which the response will be returned. Currently supported languages are English (en) and Arabic (ar) and it defaults to
English

Examples:
[ English v

en




e Step 8: Add Encoded invoice and invoice hash
e Step 9: Click on Execute
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Responsos
G
e Result (200)
REgponge)
Code Descriptian Links
200 Mo finks

HTTP OK. Retuméd on successiul validation of simplified invoics

Mk bypes E mavgsiirs,
application/json - ] I Reported w
Coonfrol Aot bt

Example Yahse Schema

“validetionkesults™:

“infoMexn

“mesBag
“status";

3
TwRF LA § R
“errorfessape

“status”; “PASE",




2.3.10.3 Production CSID (Onboarding) API
e Step1: Navigate to Developer Portal link
e Step 2: Login with correct credentials
e Step 3: Navigate to API Integration Sandbox

(o

N

-

Dervvlopar Portal FAL Cemplance and Erablpmant Wk Baapd Yaladirior for Mon- AP integration Sandbean

/

Tondbos snd 0K Techracad s

e Step 4: Click on APl documentation guide

Home — E invoicing Portal — Developer Portal —» API Integration Sandbox

API Integration Sandbox

Welcome to the ZATCA e-invoicing AP Integration Sandbox page. This page assists Developers or Solution Providers of Taxpayers to understand and test the integration of
their systems with the Sandbox environment. Using the Sandbox Developers can simulate the use of APIs end-to-end.

API Integration Sandbox
Sandbox Release 2 (Latest version)
APl Documentation guide 2

Reportng
Reporting >

Clearance

Compliance CSID

Complianca CSID API = Sandbox Release 1.5

32
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e Step 5: Click on production CSID (Onboarding) APl button

Compliance CSID API

Compllance Checks

Compliance Invoice API

Production CSID

Production CSID (Onboarding) API

Production CSID (Renewal) API

9

Servers

to section 2.. Portal User Manual or additional guidance and steps.

Cryptographic Stamp Identi

er (Certificate) Endpoint(s) ~

e Step 6: Click on Try it now button

Compliance CSID API

Compllance Checks

Compliance Invoice API

Production CSID

Produ

CSID (Onboarding) API

Production CSID (Renewal) API

_)

rost 03 tesues an
Schemas A
InfoModel >
ErrorModel >
WarningModel >
InvoiceResultModel >
ClearedinvolceResultModel >
InvoiceRequest >
CSRRequest >
tosection 2.2, Portal User Manual for additional guidance and steps.
sunvers
=
Cryptographic Stamp Identifier (Certificate) Endpoint(s) ~
rost I Tssues an csi A
s Prdducton CSID s a smulation of itis used fcaly, L sent header

fortnose api cals

Parameters

Name
currentCCSID

string
(header)

Request body

Description

Example

TUQitGRONBYUdNQXdJQKFnSL DQ3FHUO000U. BUKINTIZCQUINQ21WS
aKI3TVRFeU1USXINVE07V2hjTk1qY3dNVEVATW.d01F QXdXakINTVF7dONRWURWUVFHRXAKVFFURVANQIFHQTFVRUNIAOSTHVZAWKAGhOIF
SNIZVZVQYURI UKTBOEABMVVI Q2d3SVNIVNIRVEIS TWpI éEVQVI GZ05WQKT NTUNURXIO TR31GpBAU1UQIANQKI HQnxR1INNNDIBZOVHQINT
QKJBQUIBMEIBQKEVO! BeDL UVMIZUO 1takiSa1JBUWRHUWYGQUZNA2JsZHNWNHNXTOIVOgVWFhYC
Tg1RNZROENNTNIKUJRLamdhZ3dnYVVIREFZRFZSMFRBUUGVOKF JAOFEQOJSQVIEVIWUKJJROTNSUAKCEIHRO1JRORNUO13SVFZRFZRUUVEQM
95TWpJeU1qTXIORFJtWKQxat plTmhaR1ptWm

I0GI420FRRUEek16TVRF M1 qZz)

NOXNHQ "VATVRFUK1BOF¢ ISVUyRNRjR3hsSUVVeF dUQVACZ0SWQKF4TUVGTmhiWEJ7WINCQ2RY TnphVZVsY7ZN
NAUNNWUILb1pJemowRUF 3SURSAOI 3UkT JZ1tTjF T 11d2 JkxhNMZKC rQu 3ADSURDRG1JdTdIDEU3F
UIpONKNGH =

TUIQitgQONBYUANQXAJQKFNSUIBWDVPI

v



34

e Step7: Add the Current CSID to Current CCSID field

Production CSID (Onboarding) API é

Cryptographic Stamp Identifier (Certificate) Endpoint(s)
Production CSID (Renewal) API 9

~

~

This Production CSID is a simulation of ZATCA r00tCA morcover it i used to documents and
for those api calls

Parameters

Name Description

urrentCCSID 1) 3tqQONBYUdnQXAJQKFRSUIBWDVPI

string

(header)

Request body

e Step 8: Add correct compliance request ID in the request body
e Step 9: Click on Execute button

application/json

Rsguest body I application/json w
|
“sempliames_request i4%: “1IZ4S6TES0123~
]
P

calls. Specifically, it is sent via the authentication header
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Result (200)

LLR)

1 a-dhNE

Lh Tiahady

DTSE Ny,

@11 THwEL

o8 man-age=l, muat-revalidate

m-gatlalimii-lisit: Base=dsisw




2.3.10.4 Production CSID (Renewal) API
e Step1: Navigate to Developer Portal link
e Step 2: Login with correct credentials
e Step 3: Navigate to API Integration Sandbox

=)

o
e

Dervvloper Powtall FADs Comphance and Erablment Wik Baiad Walsdator for Mon- AP Integeation Sandbon

/

Tookax and 50K Tachnicsl Wy

e Step 4: Click on APl documentation guide

Home — Einvoicing Portal — Developer Portal — APl Integration Sandbox

API Integration Sandbox

Welcome to the ZATCA e-invoicing API Integration Sandbox page. This page assists Developers or Solution Providers of Taxpayers to understand and test the integration of
their systems with the Sandbox environment. Using the Sandbox Developers can simulate the use of APIs end-to-end.

API Integration Sandbox
Sandbox Release 2 (Latest version) ~

A - T Changes Lo existing AP

Reporting
—— >

Clearance

P >

Compliance CSID

Compliance CSID API - SandBoxRalaaseTBve
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Step 5: Click on Production CSID (Renewal) API button

Complince nvolce 41 >
Production CSID

Production CSID (Onboaring) AP >

Production CSID (Renewal) API

Step 6: Click on Try it now

Complince CS0 AP >
Complance Checks

Compliance voie AP >
Production SiD

Producton CSID (Onboareing) 451 >

Production CSID (Renewal) AP

Sorvers.

z]]

Cryptographic Stamp Identifler (Certificate) Endpoint(s)

Schemas.

InfoModel >

Renews an

ErrorModel >

WarningModel >

InvoiceResultModel >

ClearedinvoiceResultModel >

InvolceRequest >

CSRRequest

>

CertificatesErrorsResponse >

Developers can also refer to section 2.3.10 of the Developer Portal User Manual for

Sorvers.

=)

Cryptographic Stamp Identifier (Certificate) Endpoint(s) ~

= 3

(header)

accepllanguage
string

(header)

Desciption

One time password generated from Fatoora portal

Examples:

mm

Specifies the langauge in which the response wil be raturmed. Currently supported languages are English (en) and Arabic (ar) and it defaults
to Fnglish

Examples:
( Engon -

en
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Step 7: Add correct OTP and current CSID

pr—e—
anriey O tirmae password either Bsued via ERAD of issued following a successiul compliance validation
hmancher) w=

[ e | ]

111111 "-

i
string Specifies the language in which the response will be retumed. Curently supporied languages are
heacher) English [en) and Amabic (ar) and it defauls to English.

S

s v]

o)
currentC S0 =~
CLEET enoded Basedd certiticale
iBsader) w=

| Encoded base 84 encodea Ul
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Step 8: Add the correct CSR in the request body
Step 9: Click on Execute button

Rquest Bady 5 [ sppucasionisen v

CER Raguadt in body 65 Basedd

i

“amr*
“LAdt
[T

hiEre o temy

FRAT T L RS JUSUE S0 FURARARY YW LA 0 L LRIN TV L AG LREGD E S D0 1 CUC D8 | ko W04y LKW L PRl s ) AR E e T el £ n v
S T o P L P 5P g Pl LA T 7L L b B s O WL ST T P b P (e e ST I D o TP B
VR IR R v ] P R DL LS T A ) D ST U0 e B WUl o B T D0 ol oo 1 80g 0 o 1 VR S0 bR DRl 5 PP
P T hinon S 0 1 S SN L kL grwe FTQROF | DT e AT § VAT A0 L | PR eV UM B Dl s Ll 1 ) ORI S LAUSRO i | £ VT EOCE sy
CCRE YT ARl VIWT S b THEY as K FLgnadnobihr & C TR Tk IR U LETH S IR LoD il 1nm L a TRNITEAN oI R £ 1 O DENAF 1O L {mp e s FL LRI L
e ] o B R L P L v s § LB | sl ] vt D L 1 ool B nde L § £ Lo R I 6 ML B | B § T PR 168 LA E L gen =

i

Result (200)

Cola Cascription Lirks

200 M ks
relumns @ bases B4 encoded X509 cartificate

Iebexctn By
| applicationisan w
onlroik Accept Beiider

Example Valisr Schesa




2.3.10.5 REPORTING
e Step1: Open CMD and Generate simplified invoice

e Step 2: Validate simplified xml

40
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Step 3: Generate hash

Step 4: Open Developer Portal and choose integration sandbox



e Step 5: Choose Reporting

Trnd WFT b prine 15 el ) dern Fliface o] | Toreopitfnd | Frvomial o Bl riibclantodt . il o1 kil (Saricois
A b et o gl &

PRred Tim) arm
(= ]
T - Repaorting Model Endpoint(s) ~
R — -—
i miwwmuw-mm-ﬁ s
Crmmpliama w (LI AP ln}
Tpcharay .
Cormpllars s Chacks
:—.l.—.l—-ln+ infclgdsl 3
e
Errordodel 3
Cownpliaras Laler (M L
e Step6: Tryitout
P pmsdiars. Try it out
Mo lonpaon
authantication-
cortificate * weres  Authentication certificate enoded In based4
i Example : TODO: Add certificate example
(ader )

TODO: Audd catificate exampie

T Specifies he [angaugs in which the redpanss will be fetummed. Cuirenlly Supponed [anguages ane
{hemier) Ergliah (&) and Arabic (ar) and it defaults b English.

Examples:
[ Englisn - |

En
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e Step 7: Write (invoice hash, invoice)

{

"invoiceHash": "4JFgbmivjFU/otPSMfZCJITSISc123DbdQkOKHLelJ1Q=",

"uuid": "3cfS5eelB8-ee25-44ea-ad444-2c37ba7f28be",

"invoice":
"PEludm9pY2UgeGlsbnMIInVybjpvY¥XNpczpu¥WllezpzeGVjaWZpY2F0aWouOnVibDpzY2h1bWE 6eHNkOk1udm9pY2UtMiTIKI
CAgICAgICAgeGlsbnM6Y2FjPSJlcmd 6b2FzaXM6bmFtZXM6c3B1lY21maWNhdGlvbjplYmwbc2NoZW1lhOnhzZDpDb21tb25BZ2d
yZWdhdGVDb21wb251bnRzLTIiCiAgICAgGICAgIHhtbG5zOmMNiYz0idXIuOm9he21lzOmShbWVzOnNwZWNpZml jYXRpb2 4 6dWIsO
nNjaGVtYTp4c2Q6Q29tbWIuQmFzaWNDb21wb251bnRzLTIiCiAgICAgICAGIHhtbG5z0mV4dD 0idXJuOm9hc21z0mShbWVzOnN
WZWNpZml jYXRpb24 6dWIsOnNjaGVtYTpdc2Q6Q29 tbWIuRXh0ZW5zaW9uQ2 9tcGIuZW50cyO0yIj4KICAgPGVAdDPVQkxFeHR1b
nNpb252zPgogICAgICABZXh00LVCTEV4dGVuc21lvby4KICAGICAgGICAGPGVAdDPF e HR1bnNpb2 5VUkk+dXJuOm9he21zOmShbWV
zOnNwZWNpZml jYXRpb246dWIsOmRzaWe6ZW52ZWxveGVkOnhhZGVzPCI1eHQERXh0ZWS zaWIuVVIJPgogICAgGICAGICABZXh 00
kV4dGVuc21lvbkNvbnR1bnQ+CiAgICAgGICAGICAGICAgGICABISOtIFBSZWFzZSBub3R1IHROYXQgdGhl IENpZ25hdHVY ZSB2YWx
1ZXMgYXJ1IHNhbXBsZSB2YWx1ZXMgb255eSAtLT4KICAgICAgICAgGICAGPHENPZZzpVQkXxEb2N1bWVUdFNpZ2 5hdHVy ZXMgeGlsb
nM6c2FjPSJlcm4 6b2FzaXM6bmF tZXM6c3B1lY21maWNhdGlvb jplYmwb6c2NoZW1lhOnhzZDpTaWduYXR1omVBZ2dy ZWdhdGVDb21
wb251bnRzLTIiCiAgICAgICAgICAgICAgICAgICAgICAGICAGICAgGICAgGICAgICAgIHhtbGS5zONNiY¥YZz0idXJuOm9hec21z0mShb
WVzZOnNwZWNpZmljYXRpb246dWJIsOnNjaGVtYTp4c2Q6U21nbmF0dXI1QmFzaWNDb21wb251bnRzLTIiCiAgICAgICAGICAGICA
gICAgICAgGICAGICAgICAGICAGICAGICAGIHhtbGS52z0nNpZ20idXJuOm9he21z0mShbWVzOnNwZWNpZml j YXRpb24 6dWIsOnNja
GVtYTp4c2Q6Q29tbWIuU21nbmF0dXJ1Q29teGSuZW50cy0yIj4KICAGICAgICAgICAGICAGPHNhY zpTaWduYXR1emVIbmZveml
hdGlvbj4KICAgGICAgICAgICAGICAGICAGPGNiYZzpJRD51cmd 6b2FzaXM6bmF tZXM6c3B1Y21maWNhdGlvbjplYmw6c21lnbmF0d

YTINSAFAT.2NE Vor TDNAY T A A~T AT A aTO AT R AT R ~DHNS Vorn @ 7W7 1 Amila V2T 12 T nhe FAAY.T1 QHALAY . TiMAmOGh a2 1 o O ShLRT

e Step 8: Replace the invoice hash in xml and encode the xml

TR TSt e Lhod RIpar Luess BULp. ) T a Y . o o T E FWrSa SREZEE T F
cduiReference Ide” invodcelignedute™ DRE=""
odid = Trasdforads
dds | Trangfrs Alporiuis "Butp: /Sl 00 TR BEC - path- 19991014,
g EPathanotl/ fances tor -or-pelf: jaxt VAL Extenslone ) du  EPaths
o 1 TR farao
cds i Tranpfore ALporithms "Brtp: /e wl 2o TRILPRUBEC - wpath- 195910187
ofn: MPEERIRGL]J Fante bor -or-aalf: joad (Signature )4 du s HPathy
€0 1 TR Foras
sdpTrangfere Alporithes "Bttp: /e Wl org/ TRILPHRUBEL - spath- 198910147
O KPR RS FAREES Tae - of s 8a 102 Leae | A8l e Lenal Dodument R ferans e che : The Q" ] jd S84 s XPaRRS
oS Traneforas
cdu:Trandform Alporithms "BAtp: /fua wl, org/ 108 11/ m] - e 14nl1 "3
ofds ! Transfors
+fp:Rigertiathod Algorithms"Ritp: /e Wl o d TL L ] srePRha TR

4 DA e s e vEL o 4 0 pRa v ITEI8£12 wLILQe 88 Dl B i
CAEE R RRDE
2du: Bpfprance Types WERp: /Mo, wll  or g/ 200009 fxalsuigetip

il "wnsdeitdgredbrapernled s Lo
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2.3.10.6 CLEARANCE

e Step1: Open CMD and Generate standard invoice

e Step 2: Validate standard xml

e Step 3: Generate hash
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Step 4: Open Developer Portal and choose integration sandbox
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Step 6: Tryitnow
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Step 8: Replace the invoice hash in xml and encode the xml
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Step 9: Execute
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2.3.1M APl Summary
Table1

The following table gives a more detailed summary of the differences between the Integration Sandbox

releases in terms of the APIs as well associated components. The current release also indicates the new

additions/changes made in comparison to the previous release.

Function-
ality

Description

The list of APIs that are
coveredin each release
including

references to the
functionalities they are
part of

APIs

Release 1 (No-

vember
2021)

Invoices APlIs:
® Reporting API
® (Clearance API

Onboarding APIs:
® CSID API (for
Onboarding)
CSID API (for
Renewal)

Release 1.5 (Feb-
ruary
plopr)

Invoices APlIs:
®  Reporting API
® (Clearance API

Onboarding APIs:

® Compliance CSID
API

®  Production CSID API

(for Onboarding)

®  Production CSID API
(for Renewal)

® Compliance Checks
APIs (for Onboard-
ing / Renewal)

®  Invoices API

Release 2 (Current -

April 2022)

Invoices APlIs:

®  Reporting API (configured to
Clearance enabled)

® (Clearance API (configured to
Clearance enabled)

® Reporting API (configured to
Clearance disabled)

® NEW

® (Clearance API (configured to
Clearance disabled) -

® NEW

Onboarding APIs:

Compliance CSID API
Production CSID API (for On-
boarding)

Production CSID API (for Re-
newal)

Compliance Checks APIs (for
Onboarding / Renewal)
Invoices API

Invoices API (Clearance dis-
abled) -- NEW
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Validation
Engine
(For Invoices)

The treatment of
validations and
exceptions as part
of the Reporting
and Clearance
process.
Exceptions here
refer to warnings
which are similar to
errors but do not
cause the
submitted
invoices/documents to

®  Asperoriginal
(published) data
dictionary, XML
Implementation
Standards and
Security Features
and Implementation
Standards

® No exceptions
(Invoices are
either accepted or

®  Asperupdated data
dictionary, XML
Implementation
Standards and
Security Features
and Implementation
Standards (includ-
ing updates to CSR
and CSID standards)

®  Seller Address field
will be accepted
with warning for
Taxpayer devices /
solution units to dif-

®  Asperupdated data dictionary,
XML Implementation Stan-
dards and Security Features
and Implementation Standards
(including updates to CSR and
CSID standards)

®  Seller Address field will be
accepted with warning for Tax-
payer devices / solution units to
differentiate Between a warning
and an error response

®  Two variants of the Reporting
and Clearance APIs which are
configured with Clearance
disabled is being provided -

Onboarding)

Stamp Identifier (CSID)
thatis used as part of the
Onboarding process.

Standards

. ) rejected) )
be rejected but are still . ferentiate between | ®  NEW
L ) ® Notpossible to test ) o
indicated in awarning and an ® Note: Inthe Core Einvoicing
for Sandbox behav-
the response so . error response Solution there will only be one
ior When Clearance
that they can be is disabled ® Not possible to test API each for Reporting and
I 1Sa
corrected in future for Sandbox behav- Clearance which at any point of
submissions. ior when Clearance time willeither be configured
is disabled to Clearance being enabled or
disabled
The formats and fields
for the Certificate Signing | As per the original (pub-
CSRand CSID | Request (CSR) and the lished) Security Features | As perthe updated Secu- | As per the updated Security Features
(For resultant Cryptographic and Implementation rity Features and Imple- and Implementation Standards

mentation Standards

Swagger
Files (API
Specifications)

The APl documentation
associated with the
Swagger files.

® Coversthe APIs
mentioned above

®  No provisions for
Exceptions or turn-
ing off Clearance

® Coversthe APIs
mentioned

®  Provision for1
Exception (Non-
compliance in the
Seller's Address
fieldis accepted as
awarning)

®  No provisions for
turning off Clear-
ance

® Coversthetwo
separate APIs for
Compliance and
Production CSIDs

® Coversthe Reporting and Clear-
ance APIs above with provision
for 1Exception

® Coversthe Reporting and
Clearance APIs above with pro-
vision for turning off Clearance
(through two additional variants
of the Reporting and Clearance
APIs) -

® NEW

® (Coversthe two separate APIs
for Compliance and Production
CSIDs
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Table 2

The following table provides a summary description of the APIs including the key outputs and inputs/pre-

requisites for each APL

APIName

Description

Pre-requisites

Reporting API

This API should be used to test submitting
Simplified e-invoices, credit or debit note to
the ZATCA backend system as part of the
Reporting process

When Clearance is disabled, this API can
also be used to test submitting Standard
e-invoices, credit or debit notes for Report-
ing

Note: In the Integration Sandbox there will
be two variants of the Reporting API, one
which is configured to Clearance being
enabled (i.e. it will not accept Standard
documents) and one which is configured

to Clearance being disabled (i.e. it will also
accept Standard documents to be submitted
for Reporting)

If no errors or warnings:
Accepted

If error in Seller Address:
Accepted with warning
message

If errors other than Seller
Address: Rejected with
error messages

A test Production CSID obtained
from API #5 or #6 below

Simplified invoice, credit or debit
note in XML format

Standard invoice, credit or debit
note in XML format when Clear-
ance is disabled

Clearance API

This API should be used to test submitting
test Standard e-invoices, credit or debit note
to the ZATCA backend system as part of the
Clearance process

When Clearance is disabled, this APl will
return a 303 Response indicating that the
Reporting API be used to submit Standard
documents as well

Note: In the Integration Sandbox there will
be two variants of the Clearance API, one
which is configured to Clearance being en-
abled (i.e. it will validate and clear Standard
documents) and one which is configured to
Clearance being disabled (i.e. it will return
response 303 stating that Clearance is
currently disabled and the Reporting API
must be used to submit Standard documents
aswell)

If no errors or warnings:
Accepted and document
is returned with test ZAT-
CA stamp and QR code

If errorin Seller Address:
Accepted with warning
message and document
is returned with test ZAT-
CA stamp and QR code

If errors other than Seller
Address: Rejected with
error messages

Response 303 when
Clearance is disabled
asking the Reporting
APl to be used to submit
Standard documents

A test Production CSID obtained
from API #5 or #6 below

Standard invoice, credit or debit
note in XML format
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This API should be used to test submitting

Valid request: Test Com-
pliance CSID and a test

Public Private Key pair

Onboarding)

part of the Onboarding process

Invalid request: Error
message(s)

Compliance test CSRs (Certificate Signing Requests) to Request ID are obtained Signed CSR
CSID API the ZATCA backend system as part of the
. Invalid request: Error
Onboarding and renewal process
message(s)
Valid request: Test Pro- A test Compliance CSID obtained
Production This APl will be used to submit a test Re- duction CSID is obtained from APIs #3 above
CSID API (for quest ID to atest ZATCA backend system as

Atest (dummy) request ID

Valid request: Test Pro-

A test Compliance CSID obtained

ing / Renewal)

documents when Clearance is enabled
(Compliance Invoice API) or when Clear-
ance is disabled (Compliance Invoice
Clearance Disabled API);

messages

Production This APl will be used to submit a test Re- duction CSID is obtained from APIs #3 above
CSID API (for quest ID to atest ZATCA backend system as
Renewal) part of the Onboarding process Invalid request: Error Atest (dummy) requestID
message(s)

These APIs should be used to test the

compliance check for the device / solution

unit (EGS) as part of the Onboarding and/or

Renewal processes All Compliance checks Atest Compliance CSID obtained
Compliance passed from APIs #3 above
Checks APIs The compliance checks include checking One or more compliance Standard and/or Simplified invoic-
(for Onboard- | compliance of Standard and/or Simplified checks failed with error es, credit or debit notes in XML

format
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2.3.12 Accessing the Developer Portal Support Page

The Developer Portal Support Page can be accessed from the main dashboard of the Developer Portal and
does not require any prior registration / log in. Through this page, the user can view the different types of
support available which includes the Toolbox and Sandbox documentation. In addition, the user can view the
FAQ section to find readily available answers to common inquiries they may have on the Developer Portal
tools and functionalities as well as more specific questions on testing the compliance of their XMLs. Users can
also find the support contact information that they can access should they require any support. This includes
phone number / hotline, international phone number and the email address. Users could also provide any

suggestions or complaints they may have.

The user can access the Developer Portal Support Page from the main Developer Portal page.

The following categories are available to users:
e General support
e SDK support
e Integration Sandbox support

e Compliance and Enablement Toolbox support



A search bar is also readily available for users to search and obtain the relevant information easily. The user
can view common enquiries in the FAQ page. The user can see a contact section at the bottom of the support
page in case of experiencing any issues and in the event that the user would want to receive the support of the

contact center.

requirements in general.

Developer Portal FAQs

B ,:J - ((% =Y,
= Compliance and ]
General Enablement Toolbox and AP Integration Sandbox Web Based Validator for

Non-Technical Users

SDK

FAQ
What is the Developer Portal? ~
What are the main tools or functionalities provided by the Developer Portal? v
What are the requirements for using the Developer Portal? 7
Who are the intended users to register for the Developer Portal? 7
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3. Change in Security Requirements

ZATCA has updated its E-invoicing security solution from a Certificate Based Header to Oauth2 Basic

Authentication and below are the key changes between these two solutions:

Certificate Based Authentication

Basic Authentication

Description

The current solution includes using the CSID
in as a header value in authentication-certif-

icate

The updated solution will include a Basic Authenti-
cation header with the CSID as the Username and a
Secret Value as the Password. Secret value will be
issue with the CSID. An additional accept-version:

v2 header must be added to V2 API calls.

Onboarding

CSID is issued for the compliance checks and
is included in the authentication-certificate

header for all compliance calls

CSID and Secret are issued for the compliance
checks, CSID should be used as the user and the

Secret as the password

E-invoicing

Production CSID is issued and all elnvoicing
calls (reporting and clearance) include the

authentication-certificate header

Production CSID and Secretissued and all elnvoic-
ing calls (reporting and clearance) should include
the Basic Authentication header with CSID as the
user and Secret as the password. An additional
accept-version: v2 header must be added to V2 API

calls

Basic Authentication Format:

e Authorization: Basic {Base64 Encoded String}

e {Base64 Encoded String} = A script containing the CSID, a Colon and the Secret encoded with Base64
(CSID:Secret)
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4. Frequently Asked Questions (FAQS)
4.1 Business FAQs

4.1.1 Developer Portal Business FAQs

:

Question

What s the Developer Portal?

Answer

The Developer Portal is a dedicated Portal provided by ZATCA
to the e-invoice generation solution developers and the
developers community. It provides tailored informationin line
with e-invoicing requirements and in particular it provides
access to a Software Development Kit (SDK) and a Portal-
based validator which allows for checking the compliance

of specific XML electronic invoices with the e-invoicing
requirements. It also provides access to ZATCA's Integration
Sandbox.

What are the main tools or
functionalities provided by the
Developer Portal?

Through the Developer Portal, users can access:
®  ASupport page, whichincludes guidance and support
information on the Developer Portal functionalities

® The SDK page, used for testing the compliance of XML files

with the e-invoicing requirements

® ThePortal-based validator page, which enables non-
technical users to check the compliance of XML files by
uploading themto the Portal

® Thelntegration Sandbox, which allows developers to test the
integration of their systems with a Sandbox environment
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:

Question

What are the requirements for

using the Developer Portal?

Answer

The Developer Portal is publicly available to everyone.
The users can access the Compliance and Enablement
Toolbox (SDK and Web-based Validator) and Support
pages without the need for prior registration. However,
users who desire to access the SDK and the Integration
Sandbox must register by providing the details requested

on the page.

Who are the intended users to

register for the Developer Portal?

Developers of e-invoice solutions or developers
representing taxpayers' in-house teams or non-technical
users representing taxpayers (such as tax or accounts
teams) who would like to validate the compliance of
specific document files (e.g. XML files) with the e-invoicing

requirements.

59



4.1.2 SDK Business FAQs

# Question

Answer

The SDK is an offline downloadable tool which can be used
to validate the XMLs filesin accordance with the E-Invoicing
requirements. It also allows validation of the QR codes as
per a prescribed structure.

The SDK canbe foundbynavigatingtothe "SystemsDevelopers"
page on the ZATCA website, followed by the "Compliance and
Enablement Toolbox" page. Through the "Compliance and
Enablement Toolbox" page, users can download the SDK after
accepting the disclaimer.

It is not mandatory for Taxpayers to use the SDK. However,
ZATCA encourages developers to use the SDK to ensure
compliance with the E-Invoicing requirements for the QR
Code (required from 4 December, 2021) and XML (required
starting from 1January, 2023 onwards).

Developers should also use the SDK for offline testing to reduce
load on the Integration Sandbox.

1 What is the Compliance and
Enablement Toolbox SDK?

2 Where can | find the SDK?

3 Do I have to use the SDK?
Once the XML validationis

4 successful, is it deemed to be
acceptedby ZATCA?

The purpose of the SDK is to assist the developers to check
if the QR Code structure and XML file meets the E-Invoicing
requirements and to return specific error messages for
correction. Successful validation of XMLs using the SDK should
not be deemed as any form of acceptance or approval by
ZATCA.

60




What are the QR code fields
that will be validated in the
Generation phase and which
are required for the 4th of
December 2021?

The users will be able to validate the following fields:
1. Seller's Name.
2. VAT registration number of the seller.

3. Timestamp of the electronic invoice or credit/debit note
(date and time).

4. Electronic invoice or credit/debit note total (with VAT).

VAT total.

Additional fields from the specification and otherwise may
be included, but will be disregarded by ZATCA for the 4th of
December requirements.

What are the QR code fields that
will be validated in the Integration
phase starting from 1January
2023 onwards?

The users will be able to validate the following fields:

1. Seller'sName.

2. VATregistration number of the seller.

g

Timestamp of the electronic invoice or credit/debit note
(date and time).

Electronic invoice or credit/debit note total (with VAT).
VAT amount.

Hash of XML electronic invoice or credit/debit note.

N o ouos

Elliptic Curve Digital Signature Algorithm (ECDSA)
signature.

8. ECDSA public key: The public key BLOB format contains
only the public portion of an ECDSA key used to generate
the Cryptographic Stamp. Length of the public key BLOB
for a 256-bit key is 64 bytes (72 bytes including magic
number and field length information on some systems).
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Continue

9. For Simplified Tax Invoices and their associated notes,
the ECDSA signature of the cryptographic stamp's public
key by ZATCA's technical Certificate Authority (CA) is
required.

e An ECDSA signature is encoded according to
IEEE P1363. This signature format encodes
the (r, s) tuple as the concatenation of the big-
endian representation of r and the big-endian
representation of s.

e Each of these values is encoded using the number
of bytes required to encode the maximum integer
value in the key's mathematical field.

e For example, an ECDSA signature from 256-bit
elliptic curves (like secp256k1) encodes each of r
and s as 32 bytes, and produces a signature output
of 64 bytes.

Please find below an example:

public static byte[] extractR(String digitalSignature) throws
Exception {

MessageDigest digest = MessageDigest.
getinstance("SHA-256");

byte[] hash =

digest.digest(Base64.getDecoder().
decode(digitalSignature.getBytes(StandardCharsets.
UTF_8)));

return Arrays.copyOfRange(hash, 0, 32);

}

/**

* Extract S Component

*

* @return

* @throws Exception

*/
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public static byte[] extractS(String digitalSignature) throws
Exception {

MessageDigest digest = MessageDigest.
getinstance("SHA-256");

byte[] hash =

digest.digest(Base64.getDecoder().

decode (digitalSignature.getBytes(StandardCharsets.
UTF_8)));

return Arrays.copyOfRange(hash, 32, 64);
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4.1.3 Web Based Validator Business FAQs

:

Question Answer
The Web-based validator can be accessed by anyone
What is the Web Based from the Developer Portal. It is mainly built to enable
1 Validator for Non-Technical non-technical users, (such as some tax and accounting
Users? teams,) to test and validate XMLs as per e-invoicing
requirements.
The intended users of the Web Based Validator are
o the non-technical users such as tax teams or accounts
2 Whots eligible to use the Web teams for taxpayers. Anyone can accesses the
Based Validator?
Developer Portal (publicly available) to use the Web
Based Validator.
In case an XML has error(s), specific error messages
will be displayed. XMLs can be validated either via
3 What if XML has error(s)?
the Portal-based validator or the SDK again after the
error(s) are fixed.
Itis not mandatory for Taxpayers to use the SDK or the
Is it mandatory to use the Web Based Validator. However, ZATCA encourages
Compliance and Enablement the technical and non-technical users (such as tax
4 Toolbox SDK or Web Based teams or accounts teams) to use the SDK and Web
Validator? Based Validator to ensure compliance with e-invoicing
requirements.
64 AN\



4.1.4 Integration Sandbox Business FAQs

:

Question

What is the Integration
Sandbox?

Answer

The Integration Sandbox (ISB) is a test platform developed
by ZATCA to simulate some of the core e-invoicing platform
(Fatoora) functionalities that will be available in the production
system. lts primary objective is to allow Solution Developers
to build compliant E-invoice Generation Solutions that can
submit requests to the ISB and obtain relevant responses to
indicate if their integration calls have been successful or if they

have any errors.

What s the difference
between the Compliance and
Enablement Toolbox and the
Integration Sandbox?

The Compliance and Enablement Toolbox (CET)
comprises of:

1. 1. Anoffline SDK tool to validate QR Code and XMLs; and
2. 2. A Portal-based Validator for non-technical users
(such as tax or accounts teams) to validate XMLs.

The Integration Sandbox allows testing integration of
taxpayer's E-invoicing solutions with a sandbox environment
using test APIs to send requests and documents in a similar
manner to how it would be done on the core e-invoicing
platform. This sandbox will perform validations that are part
of the SDK and some additional checks that cannot be done
offline or are specific to API requests. The SDK requires
XML files / QR code strings as inputs while the Integration
Sandbox requires an APl request as input.
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If my invoices are compliant
as per the Compliance and
Enablement  Toolbox,  will
they also pass the Integration

Sandbox?

XMLs validated by the Toolbox are expected to receive
successful responses on the Integration Sandbox also
unless there are issues with the APl request itself.
However, the Sandbox can also run some additional
validations.

Will the Integration Sandbox be
available to Taxpayers only?

Theintendedusers of the Integration Sandbox are e-invoicing
solution developers. Developers can register by providing
the requestedinformation and access the APl documentation
on the Developer Portal. VAT Registration details are not a
pre-requisite to register and access the Integration Sandbox.

Does passing the Integration
Sandbox mean the E-invoice
Generation Solution can be used
by a Taxpayer to submit invoices
to ZATCA?

No. Taxpayers who are required to integrate with ZATCA
will have to undergo an Onboarding and Compliance
process to be able to submit electronic documents to ZATCA
starting from 1January 2023 onwards. E-invoice Generation
Solutions which undergo adequate testing on the Sandbox
will have a higher probability of completing that onboarding
and compliance process smoothly.

Can multiple invoices be
submitted to the Integration

Sandbox?

Yes. However, each invoice, credit or debit note should be
part of a separate API call.

Do invoices need to be submitted
in sequence to the Integration
Sandbox?

The Integration Sandbox does not mandate that the invoices
should be submitted in sequence.

Does ZATCA store the invoices
submitted to the Integration
Sandbox?

No.
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Does the Integration Sandbox

No, dummy information can be provided as long as they

°] require actual taxpayer details meet the syntax and content specifications and the XML
on the XML files? implementation standards and validation rules.
No. The Integration Sandbox is not intended to validate actual
If aninvoice has been cleared by o ) )
invoices and is for testing purposes only. The successful
10 the Integration Sandbox, canit be
) validation of an XML using the Integration Sandbox should not
issued to a buyer?
be deemed as any kind of acceptance or approval by ZATCA.
Canluse the same username and
password that | used to access
) Yes, the registration and login process is common for both
the Compliance and Enablement
1 the Compliance and Enablement Toolbox SDK and the
Toolbox SDK on the Developer
Integration Sandbox.
Portal to log into the Integration
Sandbox?
The CSID is technically a cryptographic certificate, which
is a credential that allows for authenticated signing and
encryption of communication. The certificate is also known
as a public key certificate or an identity certificate. It is an
electronic document used as proof of ownership of a public
o, Whatis a Cryptographic Stamp ;
ey.
Identifier (CSID)? v
The CSID is used to uniquely identify an Invoice Generation
Solution Unit in possession of a taxpayer for the purpose of
stamping (technically cryptographically signing) Simplified
Invoices and for accessing the Reporting and Clearance APIs
using TLS authentication.
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What is the difference between
a Compliance and Production
CsSID?

A Compliance CSID is an intermediate CSID provided in
response to the CSR submission from an EGS or other solution.
In the Core E-invoicing Solution, the Compliance CSID is
required to complete some compliance checks before the EGS
or other solution is able the Production CSID whichiis required
for authenticating the EGS or other solution to ZATCA. In the
Sandbox, the compliance checks are not required, and the
purpose is to therefore to test the integration calls of obtaining
the Compliance and Production CSIDs.

14

Can | use the same CSID for any

invoice submission?

Yes. As long as the VAT Registration number on the CSID
matches the VAT Registration Number on the documents. In
other words, for every VAT Registration Number being tested
across any API call, a CSID with the same VAT Registration
Numberisrequired. Note thatthe VAT Registration number can
be any dummy number that meets the syntax specifications
(15 digits, starting with 3 and ending with 3).

Only a test Production CSID can be used for submitting
invoices, credit or debit notes as well as QR codes.

15

What is the difference between

an error and warning?

Errors are associated with invalid invoices, credit or debit
notes causing the rejection of such submissions. Warnings are
associated with accepted documents which are still not fully
compliant with the specifications and standards. Currently the
only warning case is an error with the Seller Address and is
meant for EGS units to be able to read warning messages.
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4.2 Technical FAQs
4.2.1 Developer Portal Technical FAQs

Answer

.

Question

Where can | find more
information on the Compliance
and Enablement Toolbox SDK,
the Portal based validator and
the Integration Sandbox?

User manuals contains detailed information on SDK,
Portal-based validator and the Integration Sandbox.
These can be found in the dedicated pages on the
Developer Portal.

4.2.2 SDK Technical FAQs

.

Question

Whatis an XML?

Answer

An XML is a way to present information in a structured
and machine readable format. The ZATCA e-invoice
format is based on XML and several other XML-based
standards.

What is Command Line
Interface (CLI)?

A CLlis away to access and utilize a software application
using commands and itis text-based. CLItools like the
fatoora tool can be used in scripts to create automations.
Sample: fatoora validatexml -f (invoicename.xml)

In this example, we are naming an application called
"fatoora", in which we want to use the validatexml feature
with a-f command.

The second part that we add is: (invoicename.xml) which is
the path and filename of the XML to be validated.




Whatis aJava and JAR?

Java is a programming language that runs on different
operating systems (0S), such as Windows and Linux. AJAR is
apackage file formatthatis generally used to aggregate many
Java class files and associated metadata and resources (text,
images, etc.) into one file for distribution.

Can | validate the Arabic language
fields in a QR code within the CLI?

No, since the CLI does not support Arabic characters
display.

What JAVA version should |
install before using the SDK?

The prerequisite is using the Java SDK (JAR) versions
>=11and <15.

What should the user do when
faced with aJAVA error?

When faced with a JAVA error, the user needs toinstall JAVA
(versions >=11 and <15) before running and using the SDK.
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4.2.3 Web Based Validator for Non-Technical Users Technical FAQs

:

Question Answer
A QR code is a coded representation of readable text. In the
1 What is a QR code? context of e-invoicing, the QR code should contain specific
information in a specific format.
In the context of e-invoicing, users should scan the QR
How can the users access
code on e-invoices, debit notes and credit notes by using
2 information contained in the QR ) ) )
e the ZATCA VAT app. This app is available on the Google
code?
Playstore and iOS App Store free of charge.
If an XML has error(s), specific error message(s) will be
displayed. Error(s) are likely to occurin cases suchas whena
What canldo if an XML has o o )
3 (5)? mandatory field is missing or avalueisin anincorrect format.
error(s)?
The user may require the assistance of a technical expert to
solve the error(s).
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4.2.4 Integration Sandbox Technical FAQs

:

Question Answer
The "Reporting API" reports a single simplified invoice,
credit note, or debit note. Specifically, it accepts a simplified
invoice, credit note, or debit note encoded in base64 and
validates it to ensure:
1 What s the “Reporting API"? 1. Compliance to the UBL2 XSD.
2. EN16931Rules subset.
3. KSA Specific Rules set. KSA Rules set will override EN
16931Rules setin case the same rule exists in both sets.
4. QR Code validation
Cryptographic Stamp validation
The user will need to do a POST Method on endpoint /
invoices/reporting/single and pass it on "authentication-
How canthe user access
2 certificate" and accept-language as a parameter in the
"Reporting API"?
header. More information can be found on the Integration
Sandbox section of the Developer Portal.
The body object should Contain 2 Values: the first one is
called "invoiceHash" and the second one is called "invoice".
Example:
What's the Request Body the {
3 user should send while calling "invoiceHash": "string",
“Reporting API"? “invoice": "string"
}
More information can be found on the Integration Sandbox
section of the Developer Portal.
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What should the user expect
as aresponse if calling the
"Reporting API" was a success?

The response will be 200 HTTP Ok with a Retrieved
object containing 4 values : ‘invoiceHash", "Status"
,"Warnings", “errors" .
Retrieved object Example:
{

"invoiceHash": "TODO Add Invoice Hash",

"status": "Reported",

"warnings": null,

“errors": null
}

More information can be found on the Integration
Sandbox section of the Developer Portal.

Whatis the “Clearance API"?

The "Clearance API" clears a single standard invoice, credit
note, or debit note. Specifically, it accepts standard invoice,
credit note, or debit note encoded in base64 and validates it
to ensure:

1. Compliance to the UBL2 XSD.
2. EN16931Rules subset.

3. KSA Specific Rules set. KSA Rules set will override EN
16931Rules setin case the same rule exists in both sets.

On successful validation, the api then applies a
cryptographic stamp from ZATCA side and generates a
QR Code string. After that the XML is returned back.

How can the user access
"Clearance API"?

The user will need to do a POST Method on
endpoint /invoices/clearance/single and pass it on
"authentication-certificate" and accept-language
as a parameter in the header. More information can
be found on the Integration Sandbox section of the
Developer Portal.
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What's the Request Body the
user should send while calling
"Clearance API"?

The body object should Contain 2 Values: the first one is
called "invoiceHash" and the second one is called "invoice".
Example:
{

"invoiceHash": "string",

"invoice": "string"
}
More information can be found on the Integration Sandbox
section of the Developer Portal.

What should the user expect as
aresponse if calling "Clearance
API" was a Success?

The response will be 200 HTTP Ok with a Retrieved
object containing 4 values : ‘invoiceHash" "Status"
,"Warnings", "errors" .
Retrieved object Example:
{

"invoiceHash": "TODO Add Invoice Hash",

"status": "Reported",

"warnings": null,

“errors": null
}
More information can be found on the Integration
Sandbox section of the Developer Portal.

What are the Response causes
(Code & Description) that can
appear while calling "Reporting
single API"?

Code - Description

e 200-HTTPOK

® 202- Accepted with Errors, simplified invoice accepted
with warning errors

® 303- HTTP See Other. Returned when the submitted
invoice is a Standard Invoice while clearance is activated

e 400- HTTP Bad Request. Returned when the submitted
requestisinvalid

® 500- HTTP Internal Server Error. Returned when the
service faces internal errors
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What are the Response causes
(Code & Description) that can
appear while calling "Clearance
single API"?

Code - Description

e 200-HTTPOK

e 202- Accepted with Errors, clearance invoice accepted
with warning errors

® 303- HTTP See Other. Returned when the submitted
invoice is a Standard Invoice while clearance is
activated

e 400-HTTPBadRequest. Returned when the submitted
requestisinvalid

® 500- HTTP Internal Server Error. Returned when the
service faces internal errors

n

WhatisaCSR ?

A certificate signing request (CSR) is one of the first steps
towards getting a Cryptographic Stamp Identifier for a device
| solution unit. The CSR contains information (e.g. common
name, organization, country) the ZATCA Certificate Authority
(CA) will use to create your CSID. It also contains the public
key that will be included in your CSID and is signed with the
corresponding private key. Please refer to the CSID API
Swagger files for more details
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5. Appendix

5.1 Glossary
ZATCA ZAKAT, Tax and Customs Authority
XML Extensible Markup Language
SDK Software Development Kit
QR Code Quick Response Code
SDLC Software Development Life Cycle
CN Credit Note
DN Debit Note
CLl Command Line Interface
The Integration Sandbox should
Integration Sandbox cimilate the megration cals
requests
CET Compliance and Enablement Toolbox
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ISB Integration Sandbox

EGS E-invoice Generation Solution

CRM Customer Relationship Management
PKI Public Key Infrastructure

JAR JAVA Archive

API Application Programming Interface
CSID Cryptographic Stamp Identifier

CSR Certificate Signing Request




5.2 Developer Portal Security Information

The Developer Portal uses HTTPS, as a secure method of communication between the browser and the
server. The user account is protected by a username and password. The session stays alive for 8 hours

after which the user will need to sign in again.

5.3 Generate CSR
5.3.1Initiate a CSR configuration file (Open SSL Config. File)

As a part of the first-time onboarding and renewal process, the Taxpayer's EGS Unit(s) must submit a
CSRto the E-invoicing Platform once an OTP is entered into the EGS unit. The CSR is an encoded text
that the EGS Unit(s) submits to the E-invoicing Platform and the ZATCA CAin order to receive a Com-
pliance CSID, which is a self-signed certificate issued by the E-invoicing Platform allowing clients to
continue the Onboarding process.The certificate signing request is encoded text that service providers/
own solution will submititto ZATCA CA. The digital certificate will be stored in the taxpayer device/s
and EGS identification data will rely on the data provided by the taxpayer through ZATCA Portal without
further validation and therefore, the taxpayer is fully responsible for the accuracy and legitimacy of the
data provided. Also, CSR contains the public key that will be included in the certificate, the private key is
usually created at the same time that service providers/ own solution create the CSR by their selves.

The CSR inputs (Open SSL Config. File) are as follows:

CSR Inputs Business Term Description Specification

Provided by the Taxpayer for
Name or Asset h Soluti it: Uni
Common . eac olution unit: Unique
Tracking Number for Free text
Name . ) Name or Asset Tracking
the Solution Unit ) )
Number of the Solution Unit

Automatically filled and not by the
taxpayer: Unique identification code

Free text
Manufacturer or forthe EGS.
) ) ) Validate the format
Solution Provider Manufacturer serial number for thaReoU
i with a Regular
ECS Serial Name, Model or each solution unitincluding 9

Number Expression (1—...| 2-..

Version and Serial
[3-..)

Number 1. Manufacturer or Solution
Provider Name | 2-Model or
Version |3—SeriaINumber
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VAT Registration Number of the

VAT or Group Taxpayer (Taxpayer [ Taxpayer o )
Organization ) ) ) i ) 15 digits, starting and
. VAT Registration device to provide this to allow
Identifier ending with 3
Number to checkifthe OTP is correctly
associated with this TIN)
If 11th digit of

Organization
Unit Name

Organization Unit

The branch name for taxpayers.
In case of VAT Groups this field
should contain the 10-digit TIN
number of the individual group
member whose EGS Unit is
being onboarded

Organization Identifier
is not = 1then Free
text

If 11th digit of
Organization Identifier
=1thenneedstobea

10 digit number
(’\)l;ailezatlon Taxpayer Name Organization/Taxpayer Name Free text
Country Name Country Name Name of the country 2 letter code

Invoice Type
(Functionality
Map)

Functionality Map

The document type that the
Taxpayer's solution unit will be
issuing/generating. It can be one

or a combination of Standard Tax

Invoice (T), Simplified Tax Invoice
(S), Buyer QR code (C), Seller's
QR code in self-billing (Z).

4-digit binary number
(Os and 1s only, cannot
all be 0s)
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Invoice Type
(Functionality
Map)

Functionality Map

The input should be using the
digits O & 1and mapping those to
“TSCZ" where:

0 = False/Not supported

1= True/Supported

For example: 1000 would mean
Solution will be generating
Standard Invoices only. 0100
would mean Solution will be
generating Simplified invoices
only. and 1100 means Solution
will be generating both Standard
and Simplified invoices

4-digit binary
number (Os and 1s
only, cannot all be
0s)

Location

Location of Branch
or EGS Unit

The address of the Branch or
location where the device or
solution unit is primarily situated
(could be website address for
e-commerce)

Free Text

Organization
Name

Taxpayer Name

Organization/Taxpayer Name

Free text

Industry

Industry or Location

Industry or sector for which the
device or solution will generate
invoices

Free Text

The screenshot below represents the information the user must use to generate a CSR (using Open SSL

Command Tool) and its configuration file as shown below. For further information, please see link: /

index.html (openssl.org)
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o0id_section = 0IDs
[ oms ]
certificateTemplateName= 1.3.6.1.4.1.311.20.2

[ req ]
default_bits - 2048

emailAddress - myEmail@email.com
req_extensions 3 req
X589_extensions 3 ca

prompt = no

default_md = sha256

req_extensions = req_ext
distinguished_name = dn

[dn]

c=sA

OU-Ryiad Branch
0=Jarir

CN = 127.0.0.1

[ v3_req]
basicConstraints = CA:FALSE
keyUsage = digitalSignature, nonRepudiation, keyEncipherment

registeredAddress-Sample E
businessCategory-Sample Bussiness

5.3.2 Generate public/private key pair

According to security implementation document the Key pair shall be generated according to FIPS

186. Further, reasonable techniques shall be used to validate the suitability of the generated key

pair.

e The suitability of keys shall be done according to either the ECC Full Public Key Validation Routine or
the ECC Partial Public Key Validation Routine. [Source: Sections 5.6.2.3.2 and 5.6.2.3.3, respective-
ly, of NIST SP 56A: Revision 2].

e Keys must be marked as non-exportable in order to prohibit key export out of the security module
where the key was generated

e Ahardware or software based security module can be used to generate and store the key pair as

long as the above requirements are met.
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5.3.2.1Generate Private Key
The service providers/ own solution need to keep the private key secret. The created certificate will
only work with a particular private key that was generated. So if the private key lost, the certificate

will no longer work. we are generating a pair of ECDSA keys with the P-256 (secp256k1) curve, the

PrivateKey.pem file will be the generated private key, change the file name to YourPrivateKey.pem.

the following command show how to generate a private key using OpenSSL.:

openssl ecparam -name secp256kl -genkey -noout -out PrivateKey.pem

Sample contents of the PrivateKey.pem private key in PEM format:

MHQCAQEEIN9oVeTETKNnw8dHs+dos 1MAPNxyT158Fa7 3pdN92 EwBoAcGESuBBAAK
olQDQgAE aV75+)E3v1FZ 3wVevodcatrSoYIol Zc37WZ eGIZ50QzPeSvadlsjAhty
aSoyYMB37AtXkHk2k1lvhlrVrI1YOIA==

5.3.2.2 Generate Public Key
The compressed public key will be created by extracting it from the private key, extracting ECDSA
keys with the P-256 (secp256k1) curve, the PublicKey.pem file will be the extracted public key,

change the file name to YourPublicKey.pem. The following command show how to extract a public

key using OpenSSL.:

openssl ec -in PrivateKey.pem -pubout -conv_form compressed -out PublicKey.pem

By using the compressed public key only X values will be used in the elliptic curves:

openss]l base64 -d -in PublicKey.pem -out PublicKey.bin
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The base64 public key will be use to validate the signature for the standard invoice:

openssl dgst -verify PublicKey.pem -signature PublicKey.bin standard-invoice.xml

Sample contents of the PublicKey.pem public key in PEM format:

MDYwWEAYHKoZ Iz jOCAQYFKAEEAAODIgACaV75+QE3viFZ3wVevodca+trSoYIolZc3
ZWZeGIZ5Qfw=

5.3.3 Generate a Certificate Signing Request
The service providers / own solution need to run the following command in order to generate the

certificate signing request, the command include the request to generate the certificate with -sha256.

openssl req - -sha256 -key privateKey.pem -extensions v3 req -config config.cnf -out taxpayer.csr

Sample contents of the CSR:

MIIBYjCCAQcCAQAWCTELMAKGALUEBhMCUBEXDzANBgNVBAUTBjEyMzQ1NjEPMARG
A1UEC gwGQW1 1 cmF oMRAWHAYDVQRhDBVQUORGSS1GSUSGURELMjk40DQ50TexEzAR
BgNVBAMMCJE3MS54xMi4z jIxCzAIBgNVBAsMAk1UMFYWEAYHKoZ Iz j@CAQYFKAEE
AAoDQeAEaV75+QE3viFZ 3wVevodca+rSoYIol Ze37ZWZeGIZ5QfzPeSvadlUs jAhty

a5oyYMa37AtXkHk2k1vhlrVrI1YOIKASMDUGCSqGSIb3DQEIDJEoMCYwWIAYJKwYB
BAGCNxQCBBcTFVRTVFpBVENBLUNvZGUtU21nbmluZ zAKBggqhkjOPQQDAgNIADBG
Al EAWBOVNEFMrVeMXmulLOgX1nI9C1z60C2Ae /HNOTy 7RyqCECIQDdhi49KWKihKBg
EAgM5gB1 jQvACtqQuz LkZRCuP8MgaQ==
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5.3.4 Testing the certificate
The service providers/own solution can test the compliance of the generated CSR using the requests

that can be found in the below Postman collection:

TestCSR (3).txt

The service providers/own solution needs to add the generated CSR in the body of the request:

https://gw-apic-gov.gazt.gov.sa/e-invoicing/developer-portal/compliance &) save ~
POST v https://gw-apic-gov.gazt.gov.sa/e-invoicing/developer-portal/compliance
Params Authorization Headers (22) Body @ Pre-request Script Tests Settings Cookies
@ none @ form-data @ x-www-form-urlencoded @ raw @ binary @ GraphQL JSON Beautify
1 | "csx: i

"LSOtLS1CRUdITiBDRVIUSUZIQOFURSBSRVFVRVNULSOtLSOKTULIQnp6QONBWFVDQVFBA1RURUXNQWEHQTFVRUJo TUNVMEVARZpB
WUINnT1ZCQXNNRVVwbFpHUmhhQ@JDY21GdQpZMmd4TWpNME1RNHIEQV1EV1FRSORBVKtZWEpwY2pFUOLCQUIBMVVFQXd3Sk1USTNMa
kF1TUMOeE1GWXdFQV1ICktviWkl6ajBDQVFZRksORUVBQWIEUWdBRUQvd2IybGhCdkIQzhDbm5adm91bzZPelJ5bX1tVT10V1JoSX
1hTWgKR1JIFQKNFWKIORUFWckJI1ViJAWG14WTRxQ11mOWRKZXJI6alc5RHdkbzNIbEhncUNCeURDQNhRWUpLb1pJaHZjTgpBUWLPTV]
HMO1JRzBNQ1FHQ1NzROFRUUInamNVQWARWEVAV1IVVMVIhUVZSRFFTMURIM1IsTFZOcFoyNXBibWN3CmdZcOdBMVVKRVFTQmd6Q0In
S1IxTUh3eEhEQWFCZOSWQkFRTUV6SX1Nak15TXpIMESEUXpORESxWm1ZME16SXgKSHpBZEInb@praWFKay9Jc1pBRUJEQTh6TVRBe
E56VXpPVGMWTURBAO1ETXhEVEFMQmdOVkIBdO1CREV3TVRFeApFVEFQQmdOVkICb@1DRk50Y1hCclpTQkZNUmt3RndZRFZRUVBEQK
JUWVexd2IJHVWARb1Z6YzIsdVpYTnpNQWIHCKNDcUATTTQS5QkFNQOEWZOFNRVVDSUMSNWFNd jRCa3dMNmtSZVJaSFhNZ2tPdVd2Rkp
hbTMWRDRQaGxDZO1kLzAKQW1FQXZjbjBYVkdmSTZKMkcOcStzVWISTG1TbX1MSE1IFVCIMSO1oR1INXxUHhETEE9CiOtLSOtRUSEIENF
UlRJRleQVRFIFJFUVVFUthLSOtLL::"}I I-
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	https://s5.aconvert.com/convert/p3r68-cdx67/p9w8c-6y77z.pdf

O External Document

This guide has been prepared for educational and awareness purposes only,
its contentmay be modified atanytime. Itisnot consideredinany way binding
to ZATCA andis not considered in any way a legal consultation. It cannot be
relied upon as a legal reference in and of itself, It is always necessary to
refer to the applicable regulations in this regard. Every person subject to
zakat, tax and customs laws must check his duties and obligations, he is
solely responsible for compliance with these regulations. ZATCA shall not
be responsible in any way for any damage or loss The taxpayer is exposed
to that results from non-compliance with the applicable regulations.
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